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Abstract of the contribution: Proposes updates to PDU session establishment procedure for AMF and SMF service operations for an optimal procedure over N11.
1
Rationale and Proposal
AMF and SMF Services/Service Operations were agreed in SA2#121 (S2-173992, S2-174046). It was also agreed that all CP NFs have to use Service Operations in order to complete CP transactions (S2-173841). 

Accordingly, we tried to map the services/service operations to call flows specified in Section 4 in order to check whether the current procedures can be supported in an optimal manner, especially for N11.
Call flow in Section 4.3.2 has the following interactions over N11:
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Based on agreements in SA2#121, AMF service operations are used for accomplishing these 4 steps (detailed description of the corresponding Service operation explicitly state that AMF service operations are used for steps 3), 10) and 14). Going with the flow, we assumed that step 16) is also performed using AMF service operation.
Thus, they translate to the following:
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Note 1:
In case of N2 info notify, we added an ACK to ensure that the AMF knows that the N2 information has been successfully delivered to SMF and eventually the UPF. 

Note 2:
In case of N1 info notify, an ACK can be avoided because the UE and SMF are expected to be guarding the request/response of N1 SM messages.

Note 3:
Step 16 can be avoided in case of successful scenario and we assume that the SMF is implicitly subscribed for AMF relocation/HO scenarios. This is already considered as FFS based on the following Editor’s note:
Editor's note:
It is FFS if the SMF has to explicitly subscribe to these events or whether the subscription is implicit.

This mapping basically shows that one step 10) has translated into 4 steps – 10), 10a), 10b), 10c). Also 2 steps in 14) and 16) have translated into 4 steps. Furthermore, it can be observed that error detection needs special attention with this model i.e. since we do not have a request / response pair rather they are translated into independent Notify (e.g. PDU session request as Notify) and Transfer (e.g. PDU session response as Transfer) messages, network is not able to ensure successful transmission of a certain message unless we have an added ACK resulting in more messages.
Observation 1: Current agreements of using AMF Service operation for N11 transactions (as present in the call flow in section 4.3.2) result in more messages.

Observation 2: Current agreements could also result in network not being able to detect errors immediately as the request/response messages are not guarded e.g. using a timer. This can be solved by adding an ACK for a Notify message (where absolutely needed) however adding an ACK will result in even more messages.
In order to avoid exponentially increasing the number of messages over N11 for critical transactions during procedures such as Service request, PDU session establishment/modification/release etc, we propose that an alternative method is also considered for an optimized e2e procedure.

One option is for AMF to offer a service operation that allows piggy backing N1/N2 message transfer request in a single message – “N1-N2 Message Transfer”. However, this does not solve the error detection scenario and/or problems with steps 14/16.

So, we propose to consider defining Create SM context, Update SM context, Release SM context as service operations of SMF. This allows the AMF to use the Create SM context for initial context establishment, Update SM context for subsequent context operations, Release SM context for releasing the SM context completely. This allows modelling this interface like N2 (just as how eNB sends encapsulated NAS messages in the initial message) considering NAS SM and N2 termination in the SMF:

1) Modularity of the new architecture.

2) Retaining the integrity of MM-SM split, thus also considering NAS SM/N2 termination in the SMF

AMF should use the service operations of SMF to fulfil the N11 transactions needed in section 4.3.2. With this approach, we can map the N11 transactions in section 4.3.2 as follows:
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This allows the AMF to be agnostic to the SM message encapsulated within N1/N2 information passed to the SMF. At the same time, it also allows the AMF to detect potential errors as the request / response messages are paired (by using the service/service operations defined for SBA to fulfil N11 transaction).

The above mapping for N11 transaction works well also for frequently occurring procedures such as UE requested Service request in IDLE/CONNECTED mode, Intra AMF, Inter-RAN HO. Mapping the service operations to the corresponding call flows illustrate that:
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Figure 4.2.3.2-1: UE triggered Service Request procedure in CM_IDLE
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Figure 4.2.3.3-1: UE triggered Service Request procedure in CM-CONNECTED state (Only N11 transactions shown)
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Figure 4.9.1.2.2-1: Intra AMF-Inter-NG-RAN-Handover

Proposed Way Forward:

Proposal 1: Define Create SM Context, Update SM Context, Release SM Context request / response service operation for SMF.

Proposal 2: Use Create SM Context, Update SM Context, Release SM Context request / response service operation for mapping N11 transactions (specified for PDU session related procedures).

There are 2 options to accomplish this:

Option 1:

The current SMF services / service operations allow Create/Update/Release to be performed by the V-SMF. Option 1 is to generalize this as an input parameter “Operation type” for PDU session request. 

Table 5.2.8.1-1: NF Services provided by the SMF

	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	Reference

	Nsmf_PDUSession
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	Create SM Context
	V-SMF, AMF
	Request/

Response
	Step 6 of clause 4.3.2.2.2.

Step 1a of clause 4.3.4.3.

Steps 3, 10, 14, 16 of clause 4.3.2.

	
	Update SM Context
	V-SMF, AMF
	Request/

Response
	

	Nsmf_EventExposure
	Subscribe
	PCF, NEF
	Subscribe / Notify
	Step 8 of clause 4.3.2.2.

	
	UnSubscribe
	PCF, NEF
	Subscribe / Notify
	Step 8 of clause 4.3.2.2.

	
	Notify
	PCF, NEF
	Subscribe / Notify
	Step 1b and step 2 of clause 4.3.3.2.


Option 2:

Another option is to define Create SM Context, Update SM context, Release SM context for transactions associated with N1/N2 but leave Create / Update / Release Service operations for V-SMF as-is. 

Table 5.2.8.1-1: NF Services provided by the SMF

	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	Reference

	Nsmf_PDUSession
	Create
	V-SMF
	Request/ Response
	Step 6 of clause 4.3.2.2.2.

	
	Update
	V-SMF
	Request/ Response
	

	
	Release
	V-SMF
	Request/ Response
	Step 1a of clause 4.3.4.3.

	
	Create SM context
	AMF
	Request/

Response
	Steps 3, 10, 14, 16 of clause 4.3.2.

	
	Update SM context
	AMF
	Request/

Response
	

	
	Release SM context
	AMF
	Request/

Response
	

	
	
	
	
	

	Nsmf_EventExposure
	Subscribe
	PCF, NEF, AMF
	Subscribe / Notify
	Step 8 of clause 4.3.2.2.

	
	UnSubscribe
	PCF, NEF, AMF
	Subscribe / Notify
	Step 8 of clause 4.3.2.2.

	
	Notify
	PCF, NEF, AMF
	Subscribe / Notify
	Step 1b and step 2 of clause 4.3.3.2.


Either approach would work. Option 1 would allow re-usability of the same service operation by multiple NFs/NF services but Option 1 would also imply that many input parameters have to be made identified as optional which could impact e2e system functionality (making it difficult for implementations to detect missing essential parameters for processing a certain requirement). For instance, N1/N2 information container is not applicable for V-SMF while N9 tunnel information is not applicable for AMF. Thus, grouping them somehow forces the input parameters such as N9 information to be always considered as optional (this can also delay error detection as recipient cannot detect this at the message parsing level).
Considering NAS SM interface termination, defining some essential parameters to be mandatory is essential (i.e. to check the integrity of NAS SM request encoding). Also, Option 2 allows an elegant extension of N1/N2 interface over N11 i.e. helps differentiate creation of new SM context/release of an SM context initiated by the UE from the rest. Also, it does not force information parameters to be common.
Thus it is proposed to adopt Option 2 as the way forward as proposed in S2-17xxxx.

2
Proposed modification
It is proposed to modify TS 23.502 as follows:
* * * * Start Change * * *.*
4.3.2
PDU Session establishment

4.3.2.1
General

For the PDU session establishment procedure, two type of PDU session establishments exist:

-
UE initiated PDU session establishment procedure.

-
Network initiated PDU session establishment procedure. In this case the network sends the device trigger message to the application(s) on the UE side. The trigger payload included in Device Trigger Request message contains the information on which application on the UE side is expected to trigger the PDU Session establishment request. Based on that information, the application(s) on the UE side trigger the PDU session establishment procedure. For more detail refer to clause 5.2.6.
If the UE is simultaneously registered to a non-3GPP access via a N3IWF located in a PLMN different from the PLMN of the 3GPP access, the functional entities in the following procedure are located in the PLMN of the 3GPP access for non-roaming and LBO scenarios.
4.3.2.2
UE requested PDU Session Establishment

Editor's note:
Additional details to support Ethernet PDU type in the procedure is FFS.

Editor's note:
Additional details to support UL Classifier or IPv6 multi-homing are FFS. This version of the procedure assumes a single UPF serves the PDU session.

Editor's note:
Additional details to support PDU sessions for emergency services are FFS.

Editor's note:
Further detailing of the messages over N2 is FFS and is to be coordinated with RAN WG3.

Editor's note:
Message naming over N11 may need further discussion as well as the need for message from AMF to SMF in step15 in X.Y.1. If step 15 is removed the AMF action described in step 15 would be carried out in step 9.

Editor's note:
It is FFS how the procedure will be updated once the relevant NF service procedures have been developed.

Editor's note:
Impact to the home-routed roaming procedure due to mobility between 3GPP and non-3GPP access is FFS.

Editor's note:
The terminology for the PCF interactions below may need to be revisited and aligned with policy description in e.g. TS 23.501 [2].

4.3.2.2.1
Non-roaming and Roaming with Local Breakout

This clause specifies PDU Session establishment in the non-roaming and roaming with local breakout cases. The procedure is used to establish a new PDU session as well as to hand over an existing PDU Session between 3GPP access and non-3GPP access.
In case of roaming, the AMF determines if a PDU session is to be established in LBO or Home Routing. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the SMF, the UPF and the PCF are located in the visited network.



[image: image8.emf]   

AMF   P C F   UDM   (R )AN   UE  

4. Nudm_SubscriberData_Get  

6 b .  Npcf_PolicyControl_   PolicyCreate  

9 a .  N 4  Se ssion  Establishment /Modification   Request  

1.  PDU Session   Establishment  Request  

UPF  

SMF  

9 b .  N 4  Session Establishment /Modification   Response  

8 a.  Npcf_PolicyControl_Policy Create  

1 0 .  Ns mf_ PDUSession_CreateSM Response  

1 2 .  AN - specific re source setup   (PDU Session Establishment Accept)  

1 1 . N 2  PDU Session  Request   (NAS msg)  

1 3 . N 2  PDU Session  Request Ack  

1 4. Nsmf _ PDUSession_ UpdateSM Request  

1 5 a .  N 4  Session  Modification   Request  

1 5 b .  N 4  Session  Modification   Response  

1 7 . IPv6 Address Configuration   

First Uplink Data   

First Downlink Data   

7 . UPF selection  

2. SMF selection  

1 6. Ns mf_ PDUSession_ UpdateSM Response  

6 a. PCF selection  

DN  

5. PDU Session authentication/authorization  

18.  Release  source access   

19.  Nudm_UEContextManagement_   Registration  

3 .  Namf_ PDUSession_Create Request  

6 c .  Nsmf _ EventExposure_   Subscribe  

8 b .  Nsmf_EventExposure_Notify  


Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout

The procedure assumes that the UE has already registered on the AMF thus the AMF has already retrieved the user subscription data from the UDM.

1.
From UE to AMF: NAS Message (S-NSSAI, DNN, PDU Session ID, Request type, N1 SM information).


In order to establish a new PDU session, the UE generates a new PDU Session ID.


The UE initiates the UE Requested PDU Session establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM information. The PDU Session Establishment Request may include a PDU Type, SSC mode, Protocol Configuration Options.

The Request Type indicates "Initial request" if the PDU Session Establishment is a request to establish a new PDU Session and indicates "Existing PDU Session" if the request refers to an existing PDU Session between 3GPP access and non-3GPP access.

The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should include User location information and Access Technology Type Information.

The N1 SM information may contain SM PDU DN Request Container containing information for the PDU session authorization by the external DN.


The AMF receives from the AN the NAS SM message (built in step 1) together with User Location Information (e.g. Cell Id in case of the RAN).
2.
The AMF determines that the message corresponds to a request for a new PDU Session based on that Request Type indicates "initial request" and that the PDU Session ID that is not used for any existing PDU Session(s) of the UE. If the NAS message does not contain an S-NSSAI, the AMF may determine a default S-NSSAI for the requested PDU session according to the UE subscription. The AMF selects an SMF as described in TS 23.501 [2], clause 6.3.2. The AMF stores an association of the PDU session ID and the SMF ID.

The case where the Request Type indicates "Existing PDU Session", and either the AMF does not recognize the PDU Session ID or the subscription context from UDM does not contain an SMF ID corresponding to the DNN constitutes an error case.
3.
From AMF to SMF: Nsmf_PDUSession_CreateSMRequest (Subscriber Permanent ID, DNN, S-NSSAI, PDU Session ID, AMF ID, N1 SM information (PDU Session ID, PDU Session Establishment Request), User location information, Access Technology Type, PEI).

The AMF ID uniquely identifies the AMF serving the UE. The N1 SM information contains the PDU Session Establishment Request received from the UE. The PEI (Permanent Equipment Identifier) is defined in 23.501 [2] clause 5.9.3.
4a.
SMF invokes: Nudm_SubscriberData_GetRequest(Subscriber Permanent ID, DNN).

If the Request Type in step in step 3 indicates "Existing PDU Session" the SMF determines that the request is due to handover between 3GPP access and non-3GPP access. The SMF identifies the existing PDU Session based on the PDU Session ID.

If the SMF has not yet retrieved the SM-related subscription data for the UE related with the DNN, the SMF requests this subscription data.


UDM responds to SMF with Nudm_SubscriberData_GetResponse.


Subscription data includes the authorized PDU type(s), authorized SSC mode(s), Default QoS profile.

Editor's note:
Further detailing of SM-related subscription data is FFS.


The SMF checks whether the UE request is compliant with the user subscription and with local policies. If that is not the case the SMF rejects the UE request via NAS SM signalling  by responding to the AMF with Nsmf_PDUSession_CreateSMResponse including a relevant SM rejection cause. The SMF indicates to the AMF that the PDU session ID is to be considered as released and the rest of the procedure is skipped.
5.
SMF to DN via UPF


If the SMF needs to authorize/authenticate the establishment of the PDU session as described in clause  5.6.6 of TS 23.501 [2], the SMF selects an UPF as described in TS 23.501 [2] clause 6.3.3 and triggers the PDU session establishment authentication/authorization as described in clause 4.3.2.3.

If the PDU session establishment authentication/authorization fails, the SMF terminates the PDU session establishment procedure and indicates a rejection to the UE.
6a.
If dynamic PCC is deployed, the SMF performs PCF selection.

6b.
The SMF may invoke Npcf_PolicyControl_PolicyCreateRequest including PDU Session ID to establish a PDU CAN session and  get the default PCC Rules for the PDU Session.  If the Request Type in step 3 indicates "Existing PDU Session", the PCF initiates a PDU-CAN Session Modification instead, by invoking the Npcf_PolicyControl_PolicyUpdateNotification service.
Editor's note:
The purpose of step 5 is to receive PCC rules before selecting UPF. If PCC rules are not needed as input for UPF selection, step 5 can be skipped.

7.
If the Request Type in step 3 indicates "Initial request", the SMF selects an SSC mode for the PDU Session. If step 5 is not performed, the SMF also selects an UPF as described in TS 23.501 [2] clause 6.3.3. In case of PDU Type IPv4 or IPv6, the SMF allocates an IP address/prefix for the PDU Session as described in TS 23.501 [2] clause 5.8.1. For Unstructured PDU Type the SMF may allocate an IPv6 prefix for the PDU session and N6 point-to-point tunnelling (based on UDP/IPv6) as described in TS 23.501 [2] clause 5.6.9.4.
8.
SMF invokes the Npcf_PolicyControl_PolicyCreateRequest If dynamic PCC is deployed and the PDU-CAN Session Establishment has not yet been done, the SMF invokes PCF service to establish PDU-CAN session to get the default PCC Rules for the PDU Session. 
8b. SMF provides EventExposure_Notify service operation: Otherwise, if Request Type is "initial request" and dynamic PCC is deployed and PDU Type is IPv4 or IPv6, the SMF notifies the PCF with the allocated UE IP address/prefix.

9.
If Request Type indicates "initial request" and step 5 was not performed, the SMF initiates an N4 Session Establishment procedure with the selected UPF, otherwise it initiates an N4 Session Modification procedure with the selected UPF:

9a.
The SMF sends an N4 Session Establishment/Modification Request to the UPF and provides Packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to UPF in this step.

9b.
The UPF acknowledges by sending an N4 Session Establishment/Modification Response. If CN Tunnel Info is allocated by the UPF, the CN Tunnel Info is provided to SMF in this step.

10.
SMF to AMF: Nsmf_PDUSession_CreateSM Response (Cause, N2 SM information (PDU Session ID, QoS Profile(s), CN Tunnel Info), N1 SM information (PDU Session Establishment Accept (Authorized QoS Rule, SSC mode, S-NSSAI, allocated IPv4 address))).
Editor's note:
It is FFS how the AMF and SMF associate the N11 transactions with a corresponding UE context.

The N2 SM information carries information that the AMF shall forward to the (R)AN which includes:

The CN Tunnel Info corresponds to the Core Network address of the N3 tunnel corresponding to the PDU session.


The QoS Profile provides the (R)AN with the mapping between QoS parameters and QoS Flow Identifiers. Multiple QoS profiles can be provided to the (R)AN. This is further described in TS 23.501 [2] clause 5.7.


The PDU Session ID may be used by AN signalling with the UE to indicate to the UE the association between AN resources and a PDU session for the UE.


The N1 SM information contains the PDU Session Establishment Accept that the AMF shall provide to the UE.


Multiple Authorized QoS Rules may be included in the PDU Session Establishment Accept within the N1 SM information and in the N2 SM information.


The SM Response further contains PDU Session ID and information allowing the AMF to know which the target UE as well to determine which access towards the UE to use.

NOTE:
The access information is to deal with the case where a UE is simultaneously connected over 3GPP and Non 3GPP access.

Editor's note:
Further studies are needed to determine the nature of the information allowing the AMF to determine which access towards the UE to use.

11.
AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, PDU Session Establishment Accept)).


The AMF sends the NAS message containing PDU Session ID and PDU Session Establishment Accept targeted to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.

12.
(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE establishing the necessary RAN resources related to the Authorized QoS Rules for the PDU Session request received in step 10.


(R)AN also allocates (R)AN N3 tunnel information for the PDU Session.

(R)AN forwards the NAS message (PDU Session ID, N1 SM information (PDU Session Establishment Accept)) provided in step 10 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.

13.
(R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, (R)AN Tunnel Info, List of accepted/rejected QoS profile(s))).


The (R)AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU session.

14.
AMF to SMF: Nsmf_PDUSession_ UpdateSMContext Request(N2 SM information).


The AMF forwards the N2 SM information received from (R)AN to the SMF.

Editor's note:
It is FFS if steps are needed to indicate from the UE to the core network that the UE has successfully established the PDU Session, or whether it is sufficient with a successful establishment in (R)AN indicated in step 12. For example, it is FFS if the UE shall send a NAS PDU Session Establishment Complete message to indicate that the UE has successfully established the PDU Session.

15a.
If the N4 session for this PDU Session was not established already, the SMF initiates an N4 Session Establishment procedure with the UPF. Otherwise, the SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info and CN Tunnel Info. The CN Tunnel Info only needs to be provided if the SMF selected CN Tunnel Info in step 8.
NOTE:
If the PDU Session Establishment Request was due to mobility between 3GPP and non-3GPP access, the downlink data path is switched towards the target access in this step.
15b.
The UPF provides a N4 Session Establishment/Modification Response to the SMF.

16.
SMF to AMF: Nsmf_PDUSession_ UpdateSMContext Response(Cause).


After this step, the AMF forwards relevant events to the SMF, e.g. at handover where the (R)AN Tunnel Info changes or the AMF is relocated.

Editor's note:
It is FFS if the SMF has to explicitly subscribe to these events or whether the subscription is implicit.

17.
SMF to UE, via UPF: In case of PDU Type IPv6, the SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the UPF.
18.
If the PDU Session Establishment request is due to a handover between 3GPP access and non-3GPP access, i.e. the Request type is set to "existing PDU Session" the SMF executes the steps X-Y specified in clause 4.3.4 in order to release the user-plane over the source access (3GPP or non-3GPP access).

Editor's note:
The exact reference to steps of network initiated PDU session release procedure will be defined when the procedure is available.
19.
If the SMF identity is not included in step 4b by the UDM in the DNN subscription context, the SMF invokes the Nudm_UEContextManagement_Registration service operation  including the SMF address and the DNN. The UDM stores the SMF identity, address and the associated DNN.

If during the procedure the PDU session establishment is not successful, the SMF informs the AMF. Once the AMF associates an SMF with a PDU session ID, the SMF is automatically subscribed to notifications of incoming N1 signalling associated with this PDU session ID. These notifications automatically provide any User Location information and Access Type that the AMF has received from the (R)AN in association with N1 signalling.
* * * * End Change * * *.*
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